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Please rate the submitted paper according to the following parameters:

	Familiarity

Rate your familiarity with the topic


	1
	2
	3
	4

	
	Novice
	Some knowledge
	Familiar
	Expert

	Significance

Technical relevance and practicality of ideas in the paper


	1
	2
	3

	
	Not significant
	Somewhat significant
	Highly significant

	Novelty 

How original the problem and/or solution method is


	1
	2
	3

	
	Not novel
	Somewhat novel
	Highly novel

	Quality of Presentation

Writing and presentation style/accuracy


	1
	2
	3

	
	Poorly written
	Could be improved
	Well written

	Overall Recommendation


	1
	2
	3
	4
	5

	
	Strong reject
	Weak reject
	Weak

accept
	Accept
	Strong accept


Please provide comments about the following points:

Contributions

(what are the major issues addressed in the paper? Do you consider them important? Comment on the degree of novelty, creativity, and technical depth of the submission)

This paper performs an analysis on FPGA based Montgomery Multipliers. It shows you the path the authors took in choosing the algorithms for their implementation and finishes with measurements, analysis and conclusions on their implementation of the algorithms. Although the work seems to be a good step for FPGA based cryptography, the novelty seems to be confined to the fine tuning of the implementation itself.

Strengths and weaknesses

(in brief, what are the major reasons to accept/reject the submission?)

The paper is easy to follow and well written. It is very in depth and considers all details of the focused issues. However, it's title seems to be a bit misleading. Although one of the applications for the results of the paper can be in telecommunications, or sensor networks in specific, they are not restricted to this area. In fact, the author does not present any focus on the application outside the abstract and introduction.

Detailed public comments

(provide detailed comments that will be helpful to the TPC for assessing the paper, as well as useful feedback to the authors)

Although the paper is well presented and constructed, it does not quite fill the area promissed in the introduction. It seems that the authors have not researched the area of security for wireless sensor networks in sufficient depth. It is hard therefore to fit their work with the available technologies for WSNs. As correctly put forward by the introduction, energy is one of the critical aspects in WSNs. However, while focusing on clock cycles and area, energy was left for the reader to calculate. A comparitive study of doing this in a microcontroler, used in the sensor, in software would be helpful. It is my fear that the energy requirements on the FPGA might surpass those of the estimated for the sensor. This reviewer would like to see more of this integration being explicitely refered to in the paper. It would be of special interest to see how this FPGA could work with a commonly used sensor (such as the Mica2/MicaZ from xbow).







