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Please rate the submitted paper according to the following parameters:

	Familiarity

Rate your familiarity with the topic


	1
	2
	3
	4

	
	Novice
	Some knowledge
	Familiar
	Expert

	Significance

Technical relevance and practicality of ideas in the paper


	1
	2
	3

	
	Not significant
	Somewhat significant
	Highly significant

	Novelty 

How original the problem and/or solution method is


	1
	2
	3

	
	Not novel
	Somewhat novel
	Highly novel

	Quality of Presentation

Writing and presentation style/accuracy


	1
	2
	3

	
	Poorly written
	Could be improved
	Well written

	Overall Recommendation


	1
	2
	3
	4
	5

	
	Strong reject
	Weak reject
	Weak

accept
	Accept
	Strong accept


Please provide comments about the following points:

Contributions

(what are the major issues addressed in the paper? Do you consider them important? Comment on the degree of novelty, creativity, and technical depth of the submission)

It is a clear application of Web Services architecture to support Mobile Agent systems interacting in a distributed way. The authors understand the benefits of applying Web Services to the pain points with Mobile Agent systems as they exist today. The costs of adoption are very well described.
Strengths and weaknesses

(in brief, what are the major reasons to accept/reject the submission?)

The paper is well written and provides a novel approach to solving issues with mobile agents. The discussion on QoS measurement could be deeper and more rigorous. It would also help to provide more details on the applications and discrete verticals that can benefit from this spec/solution.
Detailed public comments

(provide detailed comments that will be helpful to the TPC for assessing the paper, as well as useful feedback to the authors)

Need to describe further what an MA system is for the reader to better understand the application. What sorts of services/applications (ex: telco service) do the MA systems provide, and how do they interact. For example, is it an infrastructure to manage mobile devices, is it a mobile agent target at managing mobile devices? Etc.

What does "software entities that can migrate across system nodes" mean here? Run-time co-location? Dev/deploy-time facility? Async-tracing and discovering of MA agents across the network?

The discussion in section 3.2 about having coarse-grained services to solve the problem of communication costs is good. It would be valuable to add an example about a coarse-grained service and a fine-grained service here to clarify the difference.

For push and pull models of WS communications with MA systems, how is QoS is measured, and in fact, enforced? What are the semantics of policies associated with QoS requirements, how are they calibrated, and in case a particular QoS or performance requirement is not met, what are the actions taken - perhaps use a different WS route for the MA client? Etc.. These need to be addressed. If they are already addressed in WSMI, then they need to called out here.

Security for the content being exchanged is not addressed in the paper. If its not part of WSMI spec, then what external mechanisms are used (SSL/HTTP, SSL/SOAP, etc.) to ensure content security for MA clients?

The last paragraph in section 2.1 states that there are some weaknesses in the security and workflow proposals in WS to address MA issues (If I am reading this correctly). The authors do not further clarify what these weaknesses are either here or in the rest of the paper. Further, after reading the rest of the paper, the authors have just adopted the WS security mechanisms (without any further extensions) and have not mentioned anything about the workflow mechanisms.







