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Please rate the submitted paper according to the following parameters:

	Familiarity

Rate your familiarity with the topic


	1
	2
	3
	4

	
	Novice
	Some knowledge
	Familiar
	Expert

	Significance

Technical relevance and practicality of ideas in the paper


	1
	2
	3

	
	Not significant
	Somewhat significant
	Highly significant

	Novelty 

How original the problem and/or solution method is


	1
	2
	3

	
	Not novel
	Somewhat novel
	Highly novel

	Quality of Presentation

Writing and presentation style/accuracy


	1
	2
	3

	
	Poorly written
	Could be improved
	Well written

	Overall Recommendation


	1
	2
	3
	4
	5

	
	Strong reject
	Weak reject
	Weak

accept
	Accept
	Strong accept


Please provide comments about the following points:

Contributions

(what are the major issues addressed in the paper? Do you consider them important? Comment on the degree of novelty, creativity, and technical depth of the submission)

This paper proposes a distributed model for analyzing network traffic and finding DOS attacks. The model is based on wavelet techniques.
The topic is important, but the novelty is limited because other researchers have previously proposed the use of these techniques for analyzing network traffic. The authors claim that their proposal improves previous techniques, but no demonstration is provided in the paper.
Strengths and weaknesses

(in brief, what are the major reasons to accept/reject the submission?)

The experimental part with real data is appreciable, but there is no comparison with other techniques, hence it is impossible to appreciate the real quality of the proposal. Moreover, this paper does not consider the major issue of network traffic analyses that is, the huge amount of data that should be evaluated in real-time.
The subject of this paper is far from the topics of the SIUMI workshop.

Detailed public comments

(provide detailed comments that will be helpful to the TPC for assessing the paper, as well as useful feedback to the authors)

The topic is important, but not related with the topics of the workshop.
The use of wavelet techniques is appreciable but not so new. There is no evaluation about the computational and storage complexity. It seems that the solution to address these issues is to choose a five minutes interval, that is typically considered too large for detecting network attacks in time.
The last part of the experiment is rather unclear. From the text, it seems that a flash crowd is considered similar to an attack. It is generally true that at the beginning a DoS attack resembles a flash crowd, but the quality of the traffic analyzers is evaluated on the capacity of distinguishing the origin of the sudden peaks.
For major details, see “Flash Crowds and Denial of Service Attacks: Characterization and Implications for CDNs and Web Sites”, Jung and Krishnamurthy and Rabinovich, Proceedings of WWW 2002.
The presentation should be improved. There are many typos and grammar errors. The initial part contains a too long survey that prevents a detailed description about the pros and cons of the proposed technique and comparisons with at least another method.






